
 

 

 

 

CYBER CLUB 

 

Policy 

• Create awareness about cybersecurity, cyber privacy, and cybercrime. 

• Open to all students interested in cybersecurity. 

• Promote respectful and responsible behavior among members. 

 

Procedure 

• Hold monthly meetings for discussions and planning. 

• Organize events on cybersecurity topics with guest speakers and experts. 

• Launch campaigns during significant events (e.g., Safer Internet Day). 

• Maintain a digital library of cybersecurity resources and best practices. 

• Conduct surveys after events to assess engagement and outcomes. 

• Review and refine activities quarterly based on feedback and effectiveness. 

 

Outcomes 

• Improved understanding of cybersecurity issues among students. 

• Development of practical skills for online safety and threat identification. 

• Higher student engagement in club activities and initiatives. 

• A safer digital environment on campus with responsible online behavior. 

• Cultivation of continuous learning in cybersecurity for students. 


